**附件：深交所交易系统接入服务自查反馈表**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 会员代码  （仅会员填写） |  | 公司名称 | |  |
| 联系人 |  | 联系电话  (包括手机) | |  |
| Email地址 |  | | | |
| 请填写以下自查结果 | | | | |
| **自查点** | | | **自查结果** | |
| 是否根据《深圳证券交易所网关部署及接入指引》、《会员及其他相关单位访问深交所交易系统接入服务技术规范》安装、使用接入终端(交易网关、行情网关、文件网关等）接入本所交易系统 | | | ◎是 ◎否 | |
| 是否只使用深交所或深交所授权机构许可的应用软件开展业务 | | | ◎是 ◎否 | |
| 是否对接入终端上的应用软件进行评估 | | | ◎是 ◎否 | |
| 是否将接入终端上的应用软件评估结果及软件清单报备给深交所 | | | ◎是 ◎否 | |
| 是否保存接入终端的软硬件变更管理记录、所有本地和远程操作信息、操作系统及应用软件的日志信息，无删除和篡改，保存时间不少于一年 | | | ◎是 ◎否 | |
| 交易网关、行情网关和文件网关是否有重复登录 | | | ◎是 ◎否 | |
| 是否具备两条不同运营商的地面通信线路（含托管接入）直连深交所不同交易机房 | | | ◎是 ◎否 | |
| 直连深交所的地面通信线路（含托管接入）是否满足带宽要求 | | | ◎是 ◎否 | |
| 是否保障与深交所交易及相关系统接口的安全，并定期检测接入终端（包括交易网关、行情网关、文件网关、交易终端），及时修补系统漏洞，清除存在的病毒及恶意代码 | | | ◎是 ◎否 | |
| 是否采取必要的技术手段，确保自身管理的网络范围内的病毒等恶意软件的防治 | | | ◎是 ◎否 | |
| 是否将深交所交易系统服务器IP地址（包括NAT地址转换后的IP地址）直接暴露于Internet等其他公众网络 | | | ◎是 ◎否 | |
| 接入终端是否与Internet等其他公众网络直接互联 | | | ◎是 ◎否 | |
| 网关登录密码、证书密码和网关监控密码是否选择加密存储 | | | ◎是 ◎否 | |
| 其它事项说明： | | | | |